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1. WHAT IS THE CYBERWOMEN CHALLENGE?
It is an initiative by the Organization of American States and Trend Micro that centers around 
developing the cybersecurity skills of women in the communications and information technology 
industry all over Latin America.

WE SEEK TO CONTRIBUTE TO CLOSING THE GENDER GAP IN THE INDUSTRY AND THE 
CYBERSECURITY SKILLS GAP

About the 4th Online Edition “Incident Response”

• WHO CAN PARTICIPATE?
Women with experience in:

o Security

o Infrastructure

o SOC

o Incident Response

o Threat Research

• WHAT CAN I EXPECT?
A 6-hour online technical workshop where you will use the tools that will help you in the analysis of 
security incidents, increasing visibility and learning the complete landscape of the evolution of an 
attack instead of looking at it in silos.

You will experience minimizing the gap in the investigation of incidents and will quickly perform 
analysis and respond to threats.

• HOW DOES IT WORK?

Participants must solve around 30 challenges in randomly formed teams and compete among teams 

to achieve the highest number of correct answers

FREQUENTLY ASKED QUESTIONS
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• WHAT TOPICS WILL WE COVER?
• Today’s main cybersecurity challenges 
 o Visibility gaps
 o Increasing log volume
 o Technical knowledge gaps
• The importance of detection and response
• The importance of layered visibility
• The importance of XDR in cybersecurity

• WHAT DO I NEED TO PARTICIPATE?
You must have previous knowledge in:
• Incident response basics
• Basic concepts of security and threats
• Basic concepts of networking
• Windows & Linux operating systems

• WHAT ARE THE TECHNICAL REQUIREMENTS?
• Zoom client installed
• Active Discord account
• Ability to run and communicate via Zoom and Discord
• Disabled firewall restrictions / VPN connections
• Minimum 5Mbps internet connection – try not to use streaming services during the workshop to 
avoid disruptions
• Laptop or desktop with functioning camera, microphone, and speaker

• WHERE DO I SIGN UP?

• QUESTIONS? cyberwomenchallenge@trendmicro.com




